
   

 

 

 

 
 
 
 

 
AGENDA 

Monday, March 5 , 2018  
VENUE TIME SESSION 
Peninsula 
Ballroom 

5:00 – 6:30 pm Welcome Networking Reception (All registrants invited) 

Tuesday, March 6, 2018 
 VENUE TIME SESSION TOPIC SPEAKER(S) 

1  8:00 - 8:45 BREAKFAST 
2 Plaza 

Ballroom 
8:45 - 9:00 Opening Session: Welcome – Schedule of Events 

3  9:00 - 9:40 Keynote Speaker: #1 Identity at its Core: Empowering 
Consumers Online 

Didier Serra - EVP Securekey 

4  9:40 - 10:20 Keynote Speaker: #2  Roy Dagan - CEO Securithings 
5  10:20 -10:30 MORNING BREAK 
6  10:30 - 11:15 Keynote Speaker #3 Fog Computing for Securing the IoT 

 
Dr. Tao Zhang – CTO Smart 
Connected Vehicles Cisco 

7  11:15 - 12:15 Roundtable Discussion: IoT Security and Secure Payment 
Transactions 

Nancy Zayed, CTO & Co-Founder - 
Magic Cube  
Chris Williams, Sr. Associate – Exponent 

8  12:15 – 1:15 NETWORKING LUNCH 
9  1:15 – 2:00 Keynote Speaker: #4 Value Chain to Blockchain John Greaves - RFID, IoT and Solutions 

Architect - Lowry Solutions 
10  2:00 – 2:40 Keynote Speaker: #5   Scaling IoT with Secure Device  

Onboarding 
 Jennifer Gilburg - Sr. Dir. of Strategy, IoT   
Security - Intel 

             2:40 – 3:20 Keynote Speaker: #6 The EU’s General Data 
Protection Regulation (GDPR) & 
Impact on U.S. Organizations. 
Will You Be Ready? 

 Greg Dumas, VP US & GM - Calligo, 

www.securingthenet.com 



   

 

 

 
12  3:20 – 3:30 AFTERNOON BREAK 

   Track 1 – Consumer IoT Track 2 – Industrial IoT Track 3 Blockchain 
13  3:30 - 4:15 Marcio Avillez, SVP – 

Cujo 
Mark Hearn, Dir. IoT Security - 
Irdeto, The Spread of Cyberthreats: 
How Hackers Are Connecting with 
Your Organization 

Alex Miles – VinChain 
Decentralized Vehicle History  

14  4:15 - 5:00 Joe Tilison - Silicon 
Labs, Security Tradeoffs 
and Commissioning 
Methods for IoT Wireless 
Protocols 

Kimberly Calhoun, CEO & Founder 
- CAP Science Labs, Smart 
Choices Securing IoT devices with 
Smart Cities 

Mark Gazit - ThetaRay 

15  5:00 - 7:00 EVENING RECEPTION 
 

Wednesday, March 7, 2018 
   

TIME 
Track #1 

Policy, Healthcare & 
Consumer Security 

Track #2 
Smart Cities & Cars, Secure 

Technology 

Track 3 
Embedded Security 

1  8:00 - 8:45 NETWORKING BREAKFAST 
2  8:45 - 9:30 Sampo Karvonen, IoT 

Solutions Technologist - 
Thoughtworks, Security 
on the Edge: Securing 
sub $5 IoT devices 

Itamar Novick - Recursive 
Ventures 

Jeff Finn, CEO - Zvelo, For IoT 
Manufacturers, Securing Smart Devices 
Requires Smarter Partnerships 

3  9:30 – 10:15 Julie Lewis, CEO - 
Digital Mountain, Digital 
Forensics of IoT Devices: 
Challenges and 
Opportunities in a 
Dynamic Landscape 

Mansour Karimzadeh, CEO - SCIL 
Fraud Prevention Employing New 
Algorithms for Big Data Analytics 

Didier Perrot, CEO & Founder - InWebo, 
Access Security for the IoT: Why MFA is 
not enough, and approaches to extend it 

4  10:15 – 10:30 MORNING BREAK MORNING BREAK MORNING BREAK 
5  10:30 - 11:00 May Wang , CEO - 

Zingbox, Threat Report 
on IoT Medical Devices 

Aditya Sood, Dir. Cloud Security - 
Symantec, Empirical Analysis of 
IoT Botnets! 

Ravi Prasad, Sr. Dir. Product Security - 
F5, Building a Business Model for IoT 



   

 

 

 
   

TIME 
Track #1 

Policy, Healthcare & 
Consumer Security 

Track #2 
Smart Cities & Cars, Secure 

Technology 

Track 3 
Embedded Security 

6  11:00 – 11:40 Round Table: Network- 
Connected Medical 
Devices Security. 
Moderator: David Snyder 
- President, 42TEK,  
Bill Saltzstein - 
President, Code Blue 
Consulting,  Peyton 
Paulick Kochel – 
Proteus Digital Health 
 

 
	

 

7  11:40 - 12:15   

8  12:15 – 1:15 NETWORKING LUNCH 
9  1:15 – 1:55 Gene Paschall – VP Sales 

Americas –Randtronics IoT 
Data at Rest Security – Law, 
Encryption and De-
Identification	
 

Justin Lee, COO - ICTK, VIA PUF 
for the hardware IoT security 

 

10  1:55– 2:35 Minglang Pei - CTO of IoT 
and Identity – Symantec 
Demystify IoT Security 
Recommendations across 
Industries	

Dr. Qualid Ali - Future Cities 
Council	

Mark Szewczul – IoT Security Architect 
Zimperium, On-Device, Mobile Threat 
Detection Leveraging AI 
 

11  2:35 – 3:15 Ruwan Wetaratna - Evo 
Monitors, A Systematic 
Approach to Securing a 
Linux-based Consumer 
IoT Device 

 
	

Steve Watson – Founder VTO, 
Answering Cybersecurity and Investigation 
Questions from Embedded Technology 
Devices 

12  3:15 - 3:30 AFTERNOON BREAK 
13  3:30 - 4:15 Ahaan Habib - 

Consultant, Open Source 
IoT Detection 

Jay Mason, Assoc. Partner IoT & 
Cybersecurity - M&S Consulting, 
Security Approaches of Industrial 
IoT Platforms 

Oliver Gruner, Dir of IoT Business 
Solutions - Stratus, Today’s 
Transformation at the Edge 

14  4:150 - 5:00 PM Phillip Andrea – Consultant Joshua Konowe - Silent Circle 
In the Pursuit of Convenience, We 
Sacrifice Privacy: IoT-Powered 
Assistants 

Rajat Ghosh, CEO & Founder, AdeptDC, 
Data Center Asset Management Through 
Granular Visibility into Equipment and AI- 
Based Cooling Controls 

15  5:00 WRAP UP & ADJOURN 
 


